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Jon Roberts

3111 East Highway 101 #254
Port Angeles, WA 98362

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washingten, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Langstanding laws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systemes arcund
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephale for law enforcement to look through.

I am very cancerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislatjve process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is <reating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of bhackdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou te oppose the dangerous suggestion of the Department of
Justice that cur new Internet communication technologies shoaultd have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Jon L Robherts
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John Lynn

54 West Cherry St. #307
Rahway, New Jersey 07065

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these exjsting
powers by trying to force the jndustry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to ook through.

I am very concerned that this reqguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can coliect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
wauld bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

John Ltynn
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Paul Johannsen

P.0. Box 160D
Mohegan Lake, N¥ 10547

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtaon, DC 20554

FCC Chaijrman Powell:

As & concerned individual, I am writing to express my oppossition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I doc not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance, The FBI is g¢oing far beyond these existing
powers hy trying to force the industry to actually build its systems arcund
government eavesdropping. It is the eguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through,

I am very <oncerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢allect information between sources like phone companies and data
sources 1ike e-mail. The FBI 5 aggressive and expansive reading of the law
would bvpass the legislative nrocess to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even roque qovernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not bheen successful and
only created a rich oppartunity for hackers.

once again, I urge you to oppose the dangeroys suggestian of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lTock forward to hearing your thoughts on this matter.

Sincerely,

Paul JTohannsen
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Sean McElroy

405 E Tyler Dr
Tuttle, OK 73089

March 18, 2004

FCC Chairman Michael! Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephore companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very <oncerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
eVENn rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion af the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

Sean
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Carlcs Milan

1240 1/2 13th St. N,
Saint Petershurg, FL 33705

March 19, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of JTustice s request that all new Internet communication services be
required to have built—in wiretapping access.

This s ridiculous. The Ashcraft Dept of Cod-Justice and Snooping Around is
gut of control. Will they start snooping around at me, when they see the
number of emails T send to this abusive administration?

There are laws in place for the Ashcroft God-Sguad to follow without giving
them free reign and absolute access ta private information. What is next?
Class ceiling so they can peer at us from satellites? Just as the White House
enjoys unlimited immunity from scrutiny, there are c¢itizens like me, who don’t
want to feel like ¢hildren being spied on constantly.

Our government appears to be morphing into a Cold War era Soviet Union. I den’t
buy their argument. They don’t need to spy on everyone to get the bad guys.

Sincerely,

Carlos Hilan
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David Moc

E11 Manzanita Ave
Sunnyvale, CA 34085

March 49, 2004

FCC Chajrman Michael Powell
Federal Communications Caommission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:
As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.
Hackers are smart.
It is not possible to build "back doors” that only the government <an go
through - they will open doors for hackers as well.
The government already has processes for
gaining appropriate access to anything on
theinternet with DUE PROCESS which protects
us from abuse (governmental or private).

LET'S KEEP THOSE IN PLACE!

Sincerely,

David Mock
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Faorrest Spears

2032 Brookyiew Drive, N.W.
Attanta, Georgia 30318

March 13, 2004

FCC Chairman Michsel Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the covernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persaonal communications, the
government i1s creating the very real notential for hackers and thieves ar
eyen roque government agents to access our personal communications. Past
effarts to provide this sort of backdoor ac<ess have nat heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Forrest Spears
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Margaret Haas

443 West 24 Street
New York, NY 10011

March 19, 2004

FCC Chairman Michael Powel}
Federa!l Communications Commission
445 12th Street SW

Washington, DC 20354

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet cammunication services he
required ta have huilt-in wiretapping access.

I do not believe this reguirement i1s necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation hetween saurces like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Jeqis]ative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdanr access have not been successful and
only created a rich opportunity for hackers.

Once again, T urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

T look forward to hearing your thoughts on this matter.

Sincerely,

Margaret Haas
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len Orozco

136 Greenwich St
Davenporkt, FL 338396

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services he
required to have built—in wiretapping access.

1 do not believe this requirement is necessary., Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these ewisting
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations., set up boundaries for how
the FBI can collect information between sources l1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only c¢reated a rich opportunity for hackers.

once again, I urge vou to onnoselthe dangerous sudggestion of the Department of
Justice that gur new Internet communicatiaon technologies should have built-in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Len Orozco
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Dawn Prior

10800 US Hwy 19 N #244¢
Pinellas Park, FL 33782

March 19, 2004

FCC Chairman Michael Powell
federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

A#s a concerned individual, I am writing to express my apposition to the
Department of Justice s request that all new Interret communication services be
required to have built—in wiretapping access.

I do not beljeve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers hy trying to force the industry to actually build its systems around
government eavesdrapping. Tt is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to losk through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phane companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to aiter that careful balance.

I understand that by reguiring a master key to gur personal communications, the
government is creating the very real potential for hackers and thieves cr
gven rogue government agents to access our perscnal communications. Past
efforts to provide this sort of backdoor ac¢cess have not been successful and
only created a rich oppartunity for hackers.

Once again, I urqe you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have buiit-in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Dawn Prior
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Frank X. Kieshinski

209 North Drive
Jeannette, PA 15644

March 139, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Streat SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to haye built—in wiretapping access.

I do not believe this reguirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
goverrment eavesdropping. It is the squivalent af the government requiring all
new homes be built with a peephale for law enforcement to lock through,

T am very cancarned that this reguirement represents an end—run arocund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government is creating the very real potential for hackers and thieves ar
@venh rogue government agents to access cur personal communications, Past
efforts tao provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to aoppose the dangerous sudgestion of the Department of
Tustice that our new Internet communication technolaogies should have built—=in
wiretapping.

1 Took forward to hearing your thoughts on this matter.

Sincerely,

Frank ¥. Kleshinski
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Sean 0'Suliivan

4400 tinden N.#3
Seattle, Washingtan 98103

March 19, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cencerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this reguirement is necessary. Longstanding lTaws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conduct surveillance. The fBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
hew homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run arcound
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

T understand that by reqguiring a master key to our personal communicatiens, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
efforts to provide this saort of backdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggesticn of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Sean 0'Sullivan
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Lari Drohan

76 Wilcox Avenue
South River, NJ 08882

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is goine far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this reqguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information betwsen sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
wauld bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal cammunications, the
government is ¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Jook forward toc hearing your thoughts on this matter.

Sincerely,

Lori Drohan
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Roberta Ridgley
42720 Yu<ca Valley POBox330400
Anza, CA 32539

March 13, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between scurces 1ike phcne companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even raague government agents to access our personal commuhications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity far hackers.

once again, I urge you to oppose the dangerous sucgestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

Roberta Ridgley
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Howard Sprouse

272 Crescent Bay lane
Port Angeles, Wa 98363

March 19, 2004

FCC Chajrman Michael Powel}l
Federal Communications Commissioan
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my gppositicn to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to alliow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually buiid its systems around
government eavesdrapping. Tt is the equivalent of the government regquiring all
new homes be built with a peephoie for law enforcement to Took through.

I am very concerned that this requirement represents an end—run around
Congress. Lawmakers, after extensive deliberations, set up houndaries for how
the FBI can callect informatiaon between sources like phone companies and data
sources like e-mail. The FBI s acgressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogque government agents to access our personal cammunications. Past
efforts to provide this sort of backdoor access have not been successful and
ohly created a rich oppartunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Howard Sprouse
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James Pfeifer

482 Albion Rd.
Edgerton, WI 53534

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition ta fhe
Department_of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Froviders and Internet telephone cocmpanies to aliow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. Tt is the equivalent af the government requiring ali
new homes be built with a peephecle for law enforcement toc look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberaticons, set up houndaries for how
the FBI c¢an collect information between sources like phone <ompanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful bhalance.

I understand that hy requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue goavarnment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to appose the dangerous sucgestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts an this matter,

Sinceretly,

James E. Pfeifer
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Joseph Barney

247 W 3329 N
Ogden, UT 84414

March 13, 2004

FCC Chairman Michael Powell
Federal Communicatiaons Cammission
445 12th Street SW

washingtan, BC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services bhe
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. tangstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance., The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the equivalent af the government reguiring all
new homes be built with a peephole for Yaw enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the fBI can collect infarmation between sources 1ike phaone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue geovernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only c¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department aof
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing vour thoughts an this matter.

Sincerely,

Joseph Barney
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Ryan Burkett

PO Box 1267
Mercer Istand, Washington 98040

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a caoncerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access,

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdrapping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources Tike pheane companies and data
sources 1ike e-mail. The FBI s agaressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government is creating the very real potential far hackers and thieves ar
gven roque government agents to access our personal communications. Past
effarts tn provide this sart of backdoor access have not been successful and
anly created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous sucaesticn af the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Ryan Burkett



Thu 25 Mar 2004 07:52:03 AM EST P. 3
hristian Bordal

5318 Pier Ave WIS
Santa Monica, CA& 90405

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephore companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to ferce the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be huilt with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Cengress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infaormaktion between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our perscnal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort aof backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—=in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Christian Bordal
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Sandra Limpert

1610 Tharnberry Ave,
Louisville, KY 40215

March 138, 2004

FCC Chairman Michzel Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20954

FCC Chairman Powell:

As a concerned individual, I am writing to express my appasition to the
Department of Justice s request that all new Internet communication services be
required to have built—-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephane campanies to allow
the FBI to conduct surveillance, The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
government eavescdropping. It is the equivalent of the government regquiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deiiberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance. That would
give the FEI powers that <ould be abused, much Tike the Cestapo aor the KGB in
other times, other countries. It sets a dangerous precedent that could lead us
down a slippery-slope of the stripping away of our rights of civil liberties
and freedoms. America should not succumb to a Facist or a Communist model.

I understand that by reguiring a master key to our perscnal communications, the
government is <reating the very real potential for hackers and thieves or
even rogue government agents t0 access our personal <communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers. 1In this age of identity theft,
please do not leave us further exposed to criminal activity or abuse by
government agents an personal vendettas or missions.

Once again. T urge you to oppose the dangsrous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward ta hearing your thoughts on this matter.

Sincerely,

Sandra J. Limpert
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2356 Evanston Ave
Muskegon, MI 49442

March 19, 2004

FCC Chairman Michae]l Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communicatiocn services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually bhuild its systems around
gevernment eavesdropping., It is the eguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can coliect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perssnal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of bhackdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge vou to oppose the dangerous sucgesticn of the Department of
Justice that our new Internet communication technologies should have buiit-in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

Phillip T Anderz Tr
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Hilo, HI 96720

March 13, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12fth Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can coliect information between sources 1ike phone companies and data
scurces 1ike &-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the lTegislative pracess to alter that careful balance,

T understand that by regquiring a master key to our personal <communications, the
government is creating the very real potential for hackers and thieves or
even rogue qgovernment agents to access gur personal communicaticns. Past
efforts tao pravide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once agajn, I urge you to cppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sinceraly,

bill miller
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March 19, 2004

FCC Chairman Michael Powell
Federal Communicatians Commissiaon
445 12th Streest SW

Washington, DC 20554

FCC Chairman Pawell:

fis a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do nct believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FRI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enfaorcement to Yook thraugh.

I am very concerned that this requirement represents an end-run araund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive an¢ expansive reading of the Tlaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key tc our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persanal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge vau to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

T.5. Kaspar-0Owens
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Debra Fowler

22 Justin P1
Hamilton, OH 45013

March 19, 2004

FCC Chatrman Michael Pawell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the fBI to conduct syrveillance., The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the eguivalent of the goverament reguiring all
new homes be huilt with a peephole far law enforcement to JTook through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phane companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again., I urge you to oppose the dangercus suggestian of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thouchts on this matter.

Sincerely,

Debra M. Fowler
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Barbara Plaskett

21068 mill ave
Bellingham , Washington 98225

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my spposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Seryice Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requiremant represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources like phone companies and data
sources like e-mail. The FBI 5 aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue covernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
onhly created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technoloegies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Barbara Flaskett



